I have knowledge of telecommunication networks, wireless networks, and cellular telephone networks. I like to solve complex problems. I also have knowledge of Python programming. I am always willing to learn, so I want to acquire new cybersecurity fundamentals and learn about the Linux Operating System, and I intend to archive the CCNA certification.

Values:

Honesty, commitment, consistency, law-abiding, with a strong sense of ethics.

I have decided to start a career in cybersecurity because it is attractive to me to protect information, and create safe environments for employees, customers, and suppliers can perform their activities without their information being compromised, damaged, or stolen. In addition, from what I have researched I find it an exciting career, in which you must be continually learning new tools, new strategies, and acquiring new skills. I enjoy the learning process very much, so that is also what I find attractive about this field. My commitment to continuous learning and staying updated on the latest cybersecurity trends allows me to develop robust strategies and provide timely solutions to protect sensitive data and critical systems.

All of the above I believe will allow me to contribute to the organization to achieve its cybersecurity objectives, since I will always act in good faith, adhering to ethical principles and the law, and I will be continually preparing myself to be a better security analyst.